Computer Network and Internet Access Policy Agreement for Property at 11 Hatfield Street, Northampton, MA 01060

Disclaimer

The Internet is a worldwide network of computers that contains millions of pages of information. Users are cautioned that many of these pages include offensive, sexually explicit, and inappropriate material. In general, it is difficult to avoid at least some contact with this material while using the internet. Even innocuous search requests may lead to sites with highly offensive content. Additionally, having an e-mail address on the internet may lead to receipt of unsolicited e-mail containing offensive content. Users accessing the internet do so at their own risk and DIAL/SELF is not responsible for material viewed or downloaded by users from the Internet. To minimize these risks, your use of the Internet at DIAL/SELF is governed by the following policy:

Access

DIAL/SELF provides access to the internet via Wireless Network Connection broadcasting under the name of “NTH-Resident” using 128 bit WEP encryption. Upon signing this policy agreement, the Resident will be given a 26 character access key which will allow them to connect a computer using a wireless network adapter. This key should not be given out to others or installed on computers that are not property of, and/or in the control of, the Resident. DIAL/SELF will change the key on a regular schedule, and notify Residents of this in advance when possible.

Use Guidelines

1. NO ILLEGAL OR FRAUDULENT USE
   Resident will not use, or allow others to use, the Service to violate any applicable federal, state, local or international laws or regulations or to promote illegal activity, including, but not limited to, the Children’s Online Privacy Protection Act, posting or transmitting child pornography or obscene material, gambling, the offering for sale of illegal weapons or substances, the promotion or publication of any material that may violate hate crime laws, or by exporting software or technical information in violation of U.S. export control laws. Resident will not use, or allow others to use, the Service to commit a crime, act of terrorism or fraud, or to plan, encourage or help others to commit a crime or fraud, including but not limited to, acts of terrorism, engaging in a pyramid or Ponzi scheme, or sending chain letters that request money or other items of value.

2. NO COPYRIGHT OR TRADEMARK INFRINGEMENT
   Resident will not use, or allow others to use, the Service to send or receive, or otherwise use any information which infringes the patents, trademarks, copyrights, trade secrets or proprietary rights of any other person or entity. This includes, but is not limited to, digitization of music, movies, photographs or other copyrighted materials or software. Resident must obtain appropriate authorization from such other person or entity prior to sending, receiving or using such materials. Resident represents and warrants that Resident is the author and copyright owner and/or authorized licensee with respect to any hosted content and Resident further represents and warrants that no hosted content violates the trademark, copyright, domain name or intellectual property rights of any third party. DIAL/SELF assumes no responsibility, and Resident assumes all risks regarding the determination of whether material is in the public domain, or may otherwise be used for such purposes.

3. NO THREATS, HARASSMENT OR TORTIOUS CONDUCT
   Resident will not use, or allow others to use, the Service to post or transmit any material that threatens or encourages bodily harm or destruction of property or which harasses, abuses, libels, defames, slanders, or otherwise constitutes tortious conduct.

6. NO HARM TO MINORS
   Resident will not use, or allow others to use, the Service to harm or attempt to harm a minor, including but not limited to using the Service to send pornographic, obscene or profane materials involving minors.

7. NO “SPAMMING”
   Resident will not use, or allow others to use, the Service to send unsolicited messages or materials, bulk e-mail, or other forms of solicitation (“spamming”). DIAL/SELF reserves the right, in DIAL/SELF’s sole discretion, to determine whether such posting or transmission constitutes unsolicited messages or materials. Forging, altering, or removing electronic mail headers is prohibited. Deceiving any recipient as to the identity of the sender through any process is prohibited. Resident may not, or allow others to, reference DIAL/SELF or the DIAL/SELF network in any email in an attempt to mislead the recipient.
8. NO "HACKING"
Resident will not use, or allow others to use, the Service to access the accounts of others or to attempt to penetrate security measures of the Service or other computer systems ("hacking") or to cause a disruption of the Service to other on-line users. This includes, but is not limited to, achieving or attempting to achieve, or assisting others in achieving or attempting to achieve, any unauthorized access to any computer, cable or telecommunications system, network, software, data, information, or any other proprietary material. Resident will not use, or allow others to use, tools designed for compromising network security, such as password-guessing programs, cracking tools, packet sniffers or network probing tools. In addition, Resident will not participate in, or allow others to participate in, the collection of e-mail addresses, screen names, or other identifiers of others (without their prior consent), a practice known as spidering or harvesting, or participate in the use of software (including "adware" or "spyware") designed to facilitate this activity.

7. NO SYSTEM DISRUPTION
Resident will not use, or allow others to use, the Service to disrupt DIAL/SELF’s network or computer equipment owned by DIAL/SELF or other DIAL/SELF Residents. This includes, but is not limited to, improperly interfering with, inhibiting, degrading, or restricting the use and operation of the Service by others. In addition, Resident will not, or allow others to, alter, modify, service, or tamper with the DIAL/SELF Equipment or Service or permit any other person to do the same who is not authorized by DIAL/SELF.

8. SECURITY
Resident is solely responsible for the security of any device connected to the Service, including any data stored on that device. DIAL/SELF recommends that Resident take appropriate security precautions for any systems connected to the Service.

9. NO IMPERSONATION OR FORGERY
Resident will not, or allow others to, impersonate another user, falsify one’s user name, company name, age or identity in e-mail or in any post or transmission to any newsgroup or mailing list or other similar groups or lists, or knowingly or unknowingly create or use an email address that has the effect of being misleading. Resident will not, or allow others to, forge, alter, or remove any message header of any electronic transmission, originating or passing through the Service. Resident will not, or allow others to, forge anyone else’s digital or manual signature.

10. NO “VIRUSES”
Resident will not use, or allow others to use, the Service to transmit computer “viruses,” worms, "Trojan horses,” denial of service attacks or other harmful software programs or information containing any lock, key, bomb, worm, cancelbot, or other harmful feature. Resident will use standard practices to prevent the transmission of such viruses, or other harmful software and information. As software or other content downloaded from the Service may contain viruses, it is Resident’s sole responsibility to take appropriate precautions to protect Resident’s computer from damage to its software, files and data.

11. REVISIONS TO POLICY
DIAL/SELF reserves the right to update or modify this Policy at any time and from time to time with or without prior notice. Continued use of the Service will be deemed acknowledgment and acceptance of this Policy. Notice of modifications to this Policy may be given by electronic mail or by conventional mail, and will be effective immediately upon posting or sending. Questions regarding this Policy should be directed to teenhousing@dialself.org.
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